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Abstract : Handwritten signature verification has long been in use for human identity verification in banks, 
offices etc. There are both online signature verification techniques as well as offline signature verification 

techniques. Each technique has its own advantages and disadvantages. This paper compares the results of 

implementation of three simple offline signature verification techniques.  These three filtering techniques are 

simple mask filtering technique, Local binary pattern and Local Directional pattern. In all these techniques, the 

original image will be converted to a grayscale image by eliminating the hue and saturation information while 

retaining the luminance. Next score values will be calculated using each of these techniques. A simple local 

database of various kinds of signatures is used. A comparison is made based on the scores to evaluate the 

accuracy of each of these techniques.  
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I. INTRODUCTION 
Nowadays, identification and verification is vital in security and resource access control. An interesting 

method for identification and verification is biometric approach. Biometric is a measure of identification or 

verification that is unique for a person. Always biometric is carried along with person and cannot be forgotten.  

Handwritten signature is one of the oldest biometric approaches. 

Biometrics can be classified into two categories namely behavioural (signature verification, keystroke 

dynamics, etc.) and physiological (iris, face, voice characteristics, fingerprint, etc.). Off-line signature 

verification is considered as a behavioural characteristic based biometric trait in the field of security and 

prevention of fraud. A significant amount of work on offline signature recognition is available to detect 

forgeries and to reduce identification errors.  
Handwritten signatures occupy a very special place. Verification by signature analysis requires no 

invasive measurements. Two major methods of signature verification are off-line method and on-line method. 

On-line method uses an electronic tablet and a stylus connected to a computer to extract information about a 

signature and takes dynamic information like pressure being applied on pen or paper, the speed at which the 

signature being put etc. Off-line method uses an optical scanner to obtain hand writing data from a signature 

written on paper. Off-line systems have an advantage since they do not require access to special processing 

systems. Offline systems are more applicable and easy to use in comparison with on-line systems. Off-line 

signature verification compares two signatures after they have been put, using the scanned images of the two 

signatures as input. Although some information may be lost, the more number of application to which this 

method can be put more than compensates for its drawback. 

There are two main approaches for off-line signature verification namely static approach which 

involves geometric measures and pseudo dynamic approach which tries to estimate dynamic information from 
the static image. In off-line systems the objective is to detect three types of forgeries, which is related to intra 

and inter-personal variability. The first type, called random forgery, is usually represented by a signature sample 

that belongs to different writer of the signature model. The second one, called simple forgery, is represented by 

a signature sample with the same shape of the genuine writer’s name. The last type is the skilled forgery, 

represented by a suitable imitation of the genuine signature model. 

A signature is a unique identity of a person. No two signatures can be identical, unless one of them is a 

forgery or a copy of the other. This gives rise to intrapersonal variation, that is, the variation within genuine 

signature samples of the same individual. At the same time, we also need to consider another type of variability, 

which is variation between genuine signature samples of two different individuals. 

The remaining paper is organized as follows: Section 2 represents the overall architecture of our 

implementation.  Section 3 details on the local signature database. Section 4 describes Gray Scaling. The next 
three sections discuss on the three types of filtering techniques namely simple mask, LBP and LDP. Section 8 
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describes boundary extraction and Section 9 on computation of scores. Section 10 describes our observations. 

Finally we conclude followed by references. 

 

II. ARCHITECTURE 
Figure 1 is the Architecture of Effective implementation techniques in offline signature verification

 
Figure. 1

 

III. CREATION OF LOCAL SIGNATURE DATABASE 

Signature samples are collected from multiplepeople on A4 sheets in predefined space. Each person is 
requested to sign ten times on the sheet. Forgery signature samples are also collected. These sheets are later 

scanned and all signatures for each person are cropped, separated and stored in the database along with the 

signer’s name.Instead of searching all the signatures we use signer’s name to optimise the search which 

improves performance.  

 

IV. GRAY SCALING 
Signature image consists of pixels and each pixel has RGB values which mean each pixel is made of 

red, green and blue color. By combining these we can get a new color. Each color has its value or intensity. 

These values lie in the range 0 to 255. 
For signature verification, the colour of ink has no significance at all. Instead, the form of two 

signatures must be compared. Hence all scanned images will be converted to grayscale mages. A grayscale is an 

image in which the value of each pixel is a sample, that is, it varies only intensity information. Images of this 

type are known as black and white, are composed exclusively of shades of gray, varying from black at the 

weakest intensity to white at the strongest. Grayscale images are distinct from one-bit bi-tonal black and white 

images, which are images with only two colors, black and white (binary images). Grayscale images have many 

shades of gray in between. 

We use the below simple formula to convert RGB images to grayscale by eliminating the hue and 

saturation information while retaining the luminance.  

Grayscale Value = 0.3 * red + 0.59 * green + 0.11 * blue. 

 

V. FILTERING WITH SIMPLE MASK 
Different types of noises are possible in a signature image (stray dots arising in the image due to 

improper scanning).  To remove noise and improve visual quality of the signature, we apply mean filter on 

image which is also called nine-point smooth. To apply filter we need a mask. This mask can be a 3*3 matrix, a 

5*5 matrix or a 7*7 matrix and so on. In mean filter,asthe mask size increases, the image gets blurred. 

To apply mean filter we take a mask of 3*3. In this mask, we initialize all the matrix values with 1.Fig 2 arean 

example of simple Filter. 

 
Fig. 2. 
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On the left are the image pixel values. Each pixel is marked with its values. The initial pixel value 50 

has a dark border and the square area has orange border.All the pixels of the area are multiplies with 

corresponding mask value. Add them and divide it by 9(average) and we will get a value 49. 

((40*1)+(42*1)+(46*1)+(46*1)+(50*1)+(55*1)+(52*1)+(56*1)+(58*1))/9 = 49 

This process will be repeated for all the pixels of the signature image.For pixels that are outside the 

bounds of the image, we use zero padding. This filter is computationally simple and easy to implement. But if 
there is more noise, LBP(Local Binary Pattern) is useful. 

 

VI. FILTERING WITH LOCAL BINARY PATTERN 
The Local Binary Pattern (LBP) operator is defined as gray level texture measure in a local 

neighbourhood.  The most important property of the LBP operator is its invariance against monotonic gray level 

changes. Equally important is its computational simplicity. LBP operator describes the surroundings of a pixel. 

Each ILBP(x, y) code is worked out as follows: the eight neighbouring pixels are binarized using as threshold 

the center gray level value I(x, y), generating a binary 1 if the neighbour is greater than or equal to the center; 

otherwise it generates a binary 0. The eight binary number are represented by 8-bit number and saved in 
ILBP(x, y), the range which is 0≤ ILBP(x, y) ≤255 

 
Figure 3 shows an example of LBP operator 

 
 

Figure.3.Calculation of the LBP code ILBP(x,y). In this case I (x,y) =136.IN(n) = 

{89,108,222,109,248,86,132,255}, IN(n) > I(x,y) = {0,0,1,0,1,0,0,1}, so ILBP(x,y)=4+16+128=148. 

LBP can be extended to a generalized gray level and rotation invariant operator. The major problem of LBP is 

its sensitivity to the presence of noise and pen dependence. All users have to use same pen because LBP is more 
able to capture the personal ink distribution when all users use the same pen. But when the personal ink 

distribution includes pen variability, Local Directional Pattern (LDP) is more convenient.  

 

VII. FILTERING WITH LOCAL DIRECTIONAL PATTERN 
The Local Direction Pattern (LDP), transforms the input image I(x, y) to ILDP(x, y), 2≤ x ≤ N-1, 

2≤y≤M-1, Where ILDP (x, y) represents the edge response value of I(x, y) in different directions. Concisely 

calculates eight directional edge response values for I (x, y) using Kirch masks in eight different orientations. 

 

KIRCH COMPASS MASKS 
The masks are defined by taking a single mask and rotating it to eight major compass orientations: 

North, Northwest, West, Southwest, South, Southeast, East and Northeast 

The masks are defined as follows: 

The edge magnitude is defined as the maximum value found by convolution of each mask with the 

image. The direction is defined by mask that produces the maximum magnitude.  

 

 

 

 

 

 
 

 

 

Example, mask M0 corresponds to a vertical edge, while mask M5 corresponds to a diagonal edge. 

The edge responses ml, 0≤l≤7, which represent the edge significance in its respective directions, is worked out 

as: 
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The presence of corners or edges and their orientation will determine the highest response values in 

each particular direction. ILDP(x, y) codes the k most prominent directions. Hence, the top k values |m| are set 

to 1 and the remainders are set to 0. The resulting binary number represented by an 8-bit code. In the following 
example we use k=3, so the LDP code is worked out as: 

 
E.g. I(x, y) = 136, 

m0 = I(x-1,y-1).M0(0, 0)+ I(x, y-1).M0(1, 0)+ I(x+1,y-1).M0(2, 0)+ I(x-1,y).M0(0, 1)+I(x, y).M0(1, 1)+ I(x+1, 

y).M0(2, 1)+ I(x-1,y+1).M0(0, 2)+ I(x,y+1).M0(1, 2)+ I(x+1,y+1).M0(2, 2) 

Where m is the third highest value of the sequence {|m0|, |m1|, |m2|, …, |m7| }. In case of a tie, which means 

there are several values equal to ml,3, the only bit set to 1 is the most significant. 

 
By using kirch mask formula the values will be calculated for each pixel and these values will be replaced with 

corresponding pixels values. 

 

VIII. BOUNDARY EXTRACTION 
The boundary of each image will beprocessed and identifiedto eliminate blank areas from the sides of 

the image.This ensures each image consists only of the signature part. We avoid resizing the images to the same 
width or height as it distorts the image to very large extent, whose effect is even more profound in the transform 

domain. 

 

IX. COMPUTATION OF SCORES 
After boundary extraction, the input signature will be compared pixel by pixel with each of the signers 

signatures stored in the database.  A percentage score based on the matching red, blue and green values is 

calculated.  If the score is greater than 88% then the signature will be accepted as genuine.  This is repeated for 

each of the filtering techniques and the scores are observed for accuracy. 

 

X. OBSERVATION 

The LDPs produces more stable pattern than LBP and Simple mask when there is variability of pen 

used in the signature. A sample comparison of the three filtering techniques is shown in the below diagrams. 

Fig 5a is the original input signature. Fig 5b is the grayscale signature image. Fig 6a is the filtered 

signature image using simple filtering (mean filter) and Fig 6b is the boundary extracted image of the filtered 

signature. Fig 6c shows the final relevant signature retrieved from the database after applying grayscale, simple 

filter and boundary extraction. Fig 6d shows the computed accuracy value. 

 

 
5a.Input signature image 5b.Grayscale signature image 

 
6a.Simple Filtered signature image6b.Boundary extraction of input image 
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6c.Signature from the database6d. Finding accuracy value 

 

Fig7a is the filtered signature image using LBP and Fig 7b is the boundary extracted image of the filtered 

signature. Fig 7c shows the final relevant signature retrieved from the database after applying grayscale, LBP 

and boundary extraction. Fig 7d shows the computed accuracy value. 

 

 
7a.Filtered image using LBP          7b.Boundary Extraction 

 
7c.Signature from the database7d.Finding accuracy value 

 

Fig 8a show the filtered image using LDPand Fig 8b is the boundary extracted image of the filtered signature. 

Fig 8c shows the final relevant signature retrieved from the database after applying grayscale, LDP and 

boundary extraction. Fig 8d shows the computed accuracy value. 

 
8a.Filtered signature image using LDP8b.Boundary Extraction 

 
8c.Signature from the database 8d .Accuracy value of LDP 

 

This is an example of a signature image which is not pen dependent. Hence we can see the accuracy 

values of simple filtering, LBP and LDP. The score is best in LDP. So LBP is more useful when all the 

signatures are signed with the same pen and LDPs are more useful when Signatures are signed with different 

pens. 

 

XI. CONCLUSION 
This paper proposes effective implementation techniques for offline signature verification system. 

Simple filter which is also known as mean filter is computationally very simple and is useful when the scanned 

signature is very clear (less noisy).This is more useful in salt pepper noise cases. LBP (Local Binary Pattern) is 

efficient when there are a group of signatures to be tested which are signed using the same pen and has less 

presence of noise.  If the signature to be tested is signed with different pens then LDP (Local Directional 

Pattern) is useful. So LDPs give more accurate result than LBPs when there is no pen dependence. LDPs and 

LBPS are more efficient in detecting skilled forgeries as well as simple and random forgeries. 
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