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Abstract : Wireless sensor networks are vulnerable to the node distributor dividend, and several distributed 

protocols has been transfer the data in secure .Where MD5 algorithm that implements adaptive TTL, 

piggybacking, and perfecting, and provides near strong consistency guarantees. Cached data items are assigned 

adaptive TTL values that correspond to their update rates at the data source. Expired items as well as non 

expired ones but meet certain criteria are grouped in validation requests to the data source, which in turn sends 

the cache devices the actual items that have changed, or invalidates them, based on their request rates. In DHT-

based protocol can detect node distributor dividend with high security level to transfer the data. Protocol of this 

type initial nodes send claiming messages containing a neighbor-list along with a maximum hop limit to 

randomly selected neighbors  then, the subsequent message transmission is regulated by a probabilistic directed 

technique to approximately maintain a line property through the network as well as to incur sufficient 

randomness for better performance on communication. 
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I. Introduction 
  Wireless sensor networks (WSNs) have gained a great deal of attention in the past decade due to their 

application areas and formidable design challenges. It consists of hundreds and thousands of low-cost, resource-

constrained, distributed sensor nodes, which usually scatter in the surveillance area randomly, working without 

attendance. If the operation environment is hostile, security mechanisms against adversaries should be taken into 

consideration for detect clone nodes. Among many physical attacks to sensor networks, the node clone is a 

serious and dangerous one. Because of production expense limitation, sensor nodes are generally short of 

tamper-resistance hardware components; thus, an adversary can capture a few nodes, extract code and all secret 

credentials, and use those materials to clone many nodes out of off-the-shelf sensor hardware. Those cloned 

nodes that seem legitimate can freely join the sensor network and then significantly enlarge the adversary’s 

capacities to manipulate the network maliciously.  

 

II. System Proposed Work 
The system is designed for the identification cached data items are assigned adaptive TTL values that 

correspond to their update rates at the data source. Expired items as well as non expired ones but meet certain 

criteria are grouped in validation requests to the data source, which in turn sends the cache devices the actual 

items that have changed, or invalidates them, based on their request rates. 

1. Managing the request table 

 It describes the basic operation of Server side updating for the cache consistency in server-based 

approaches and how the request has been handled in the network.  

2. Network Traffic Analysis 

It deals with the nodes in the network. It shows how the network adapts itself to handle the 

disconnected. It also deals with the responsibility for maintaining and replacing of the cached data in the DHT 

table.  

 

3. Traffic Maintenance   

Traffic Maintenance keeps track of the Update rate and the Request rate of a particular data in the 

application data and server. Based on that the caching of data is done which reduce the traffic in the network. 

 

4. Calculating the Nodes Life Times 

 It will calculate the life time of each and every node in the network. The user may get the information 

about which node is under network transmission and still living and which one is expired those information will 

be processed in TTL logic and grouping the expired nodes into one and transmit it once again.  
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III. Figures And Tables 
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Fig 1 Architecture of Packet Transmission 

 

IV. Conclusion 
A Finally most of the sensor node has been transmitted and balanced nodes are which is not transmitted 

it will redistribute node process and it transfer node using TTL logic. Here protocol consumes almost minimal 

memory and the simulations show that it outperforms all other detection protocols in terms of communication 

cost, while the detection probability is satisfactory. 
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